
HIPAA Compliance Document 

Dr. Davis 

This document outlines the policies and procedures implemented by [Dr. Concelor D. Davis] to comply with the Health Insurance 
Portability and Accountability Act (HIPAA) of 1996. The goal is to safeguard the confidentiality, integrity, and availability of Protected 
Health Information (PHI) collected through our website and other client interactions. 

2. Definitions 

Protected Health Information (PHI): Any individually identifiable health information, including demographic data, related to a person’s 
physical or mental health. 

Covered Entity: [Dr. Davis], as a counseling provider, is considered a covered entity under HIPAA and is required to comply with HIPAA 
regulations. 

3. Privacy Policy 

[Dr. Davis] is committed to protecting the privacy of clients’ health information. PHI will only be used and disclosed in accordance with 
HIPAA regulations and with the client's explicit consent unless required by law. 

Use of PHI 

PHI may be used for: 

Counseling and treatment purposes 

Payment processing for counseling services 

Practice operations and administration 

Communication with the client regarding appointments and treatment plans 

Disclosure of PHI 

PHI may be disclosed under specific circumstances, such as: 

To other healthcare providers if necessary for treatment (with client consent) 

To comply with legal or regulatory requirements (e.g., reporting abuse or threats of harm) 

4. Data Collection and Storage 

Data Collected: The website’s assessment questionnaire collects clients’ personal information, responses, and any self-reported health 
information. 

Data Storage: All PHI collected will be securely stored on a HIPAA-compliant platform with restricted access. The storage method 
(physical or electronic) will adhere to industry-standard security practices. 

Data Retention: PHI will be retained only as long as necessary for treatment and legal compliance, after which it will be securely 
disposed of. 

5. Security Policy 

[Dr. Davis] takes the following measures to protect PHI from unauthorized access, alteration, or disclosure. 

Administrative Safeguards 

Staff Training: All staff members who handle PHI receive training on HIPAA regulations, data security, and privacy practices. Access 
Control: Only authorized personnel have access to PHI, and access is granted only to those who need it for legitimate business 
purposes. 

Physical Safeguards 

Secure Facilities: Physical access to systems storing PHI is limited to authorized personnel. 

Document Security: All physical documents containing PHI are stored in locked, secure locations and are accessible only to authorized 
staff. 



Technical Safeguards 

Encryption: All electronic PHI transmitted over the internet is encrypted using Secure Sockets Layer (SSL) or other HIPAA-compliant 
encryption methods. 

Data Backup: Regular data backups are performed and stored securely to prevent data loss. 

Access Control and Authentication: Systems that contain PHI are password-protected, and access requires authentication. 

6. Client Rights 

Clients have the following rights regarding their PHI: 

Access: Clients can request to review and obtain copies of their health information. 

Amendment: Clients can request corrections to their information if they believe it is inaccurate or incomplete. 

Disclosure Accounting: Clients can request a record of disclosures made of their PHI. 

Restriction Request: Clients may request to restrict the use or disclosure of their PHI, although [Dr. Concelor D. Davis] may not be able to 
comply with all requests depending on legal obligations. 

7. Incident Response and Breach Notification 

In the event of a breach: 

Risk Assessment: [Dr. Davis] will perform a risk assessment to determine the extent and impact of the breach. 

Notification: Affected clients will be notified of any breach involving their PHI within 60 days of discovery, in accordance with HIPAA 
requirements. 

Mitigation: Steps will be taken to mitigate any harm caused by the breach and prevent future incidents. 

8. Payment Policy and Third-Party Vendors 

[Dr. Davis] does not accept insurance payments. Accepted payment methods are CashApp, Zelle, and PayPal. These transactions are 
handled in a manner that does not disclose PHI. [Dr. Davis] ensures that any third-party vendors comply with HIPAA standards for data 
protection. 

9. Policy Updates 

This HIPAA Compliance Document will be reviewed and updated annually, or as needed to comply with changes in HIPAA regulations. 

10. Contact Information 

If you have questions regarding this HIPAA Compliance Document or your rights, please contact us at: 

Email: heartfeltcounselor@gmail.com 

Phone: 954-760-0076 

Client Acknowledgment 

 

Name:_____________________________________________________________________________________________________________ 

 

Signature: __________________________________________________________________________________________________________ 

 

 

By accessing [Dr. Davis]'s counseling services and website, you acknowledge your understanding of an agreement to the policies 
outlined in this HIPAA Compliance Document. 


